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UNGUIDED MEDIA: WIRELESS 

Unguided media transport electromagnetic waves without using a physical 

conductor. This type of communication is often referred to as wireless communication. 

Signals are normally broadcast through free space and thus are available to anyone who 

has a device capable of receiving them. 

Figure 1 shows the part of the electromagnetic spectrum, ranging from 3 kHz to 900 THz, 

used for wireless communication. 

 

Figure 1: Electromagnetic spectrum for wireless communication 

 

Unguided signals can travel from the source to destination in several ways: 

ground propagation, sky propagation, and line-of-sight propagation, as shown in figure 2. 

 

 

Figure 2 : Propagation methods 
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In ground propagation, radio waves travel through the lowest portion of the 

atmosphere, hugging the earth. These low-frequency signals emanate in all directions 

from the transmitting antenna and follow the curvature of the planet. Distance depends on 

the amount of power in the signal: The greater the power, the greater the distance. In sky 

propagation, higher-frequency radio waves radiate upward into the ionosphere (the layer 

of atmosphere where particles exist as ions) where they are reflected back to earth. This 

type of transmission allows for greater distances with lower output power. In line-of-sight 

propagation, very high-frequency signals are transmitted in straight lines directly from 

antenna to antenna. Antennas must be directional, facing each other. Line-of-sight 

propagation is tricky because radio transmissions cannot be completely focused. 

 

The section of the electromagnetic spectrum defined as radio waves and 

microwaves is divided into eight ranges, called bands. These bands are rated from very 

low frequency (VLF) to extremely high frequency (EHF). Table 1 lists these bands, their 

ranges, and propagation methods. 

 

Table 1: Bands 



 UNGUIDED TRANSMISSION MEDIA  & ERROR       17 - December - 2015 

 3 

We can divide wireless transmission into three broad groups: radio waves, microwaves, 

and infrared waves. See Figure 3. 

 

Figure 3: Wireless transmission waves 

1. Radio Waves 
Although there is no clear limit distinction between radio waves and microwaves, 

electromagnetic waves ranging in frequencies between 3 kHz and 1 GHz are normally 

called radio waves; waves ranging in frequencies between 1 and 300 GHz are called 

microwaves. However, the behavior of the waves, rather than the frequencies, is a better 

criterion for classification. 

Radio waves, for the most part, are omnidirectional. When an antenna transmits 

radio waves, they are propagated in all directions. This means that the sending and 

receiving antennas do not have to be aligned. A sending antenna sends waves that can be 

received by any receiving antenna. The omnidirectional property has a disadvantage, too. 

The radio waves transmitted by one antenna are susceptible to interference by another 

antenna that may send signals using the same frequency or band. 

Radio waves, particularly those waves that propagate in the sky mode, can travel 

long distances. This makes radio waves a good candidate for long-distance broadcasting 

such as AM radio (AM radio ranges from 535 to 1705 kHz). 

Radio waves, particularly those of low and medium frequencies, can penetrate 

walls. This characteristic can be both an advantage and a disadvantage. It is an advantage 

because, for example, an AM radio can receive signals inside a building. It is a 

disadvantage because we cannot isolate a communication to just inside or outside a 
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building. The radio wave band is relatively narrow, just under 1 GHz, compared to the 

microwave band. Using any part of the band requires permission from the authorities. 

 

Omnidirectional Antenna 

Radio waves use omnidirectional antennas that send out signals in all directions. 

Based on the wavelength, strength, and the purpose of transmission, we can have several 

types of antennas. Figure 4 shows an omnidirectional antenna. 

 

 

Figure 4: Omnidirectional antenna 

 

App1ications 

The omnidirectional characteristics of radio waves make them useful for 

multicasting, in which there is one sender but many receivers. AM and FM radio (FM 

radio band goes from 88 to 108 MHz), television, and maritime radio are examples of 

multicasting. 

2. Microwaves 
Electromagnetic waves having frequencies between 1 and 300 GHz are called 

microwaves. Microwaves are unidirectional. When an antenna transmits microwave 

waves, they can be narrowly focused. This means that the sending and receiving antennas 

need to be aligned. The unidirectional property has an obvious advantage. A pair of 
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antennas can be aligned without interfering with another pair of aligned antennas. The 

following describes some characteristics of microwave propagation: 

 Microwave propagation is line-of-sight. Since the towers with the mounted 

antennas need to be in direct sight of each other, towers that are far apart need to 

be very tall. The curvature of the earth as well as other blocking obstacles does 

not allow two short towers to communicate by using microwaves. Repeaters are 

often needed for long-distance communication. 

 Very high-frequency microwaves cannot penetrate walls. This characteristic can 

be a disadvantage if receivers are inside buildings. 

 The microwave band is relatively wide, almost 299 GHz, and hence it provides a 

higher data rate rather than data rate provided by radio wave band.  

 Use of certain portions of the band requires permission from authorities. 

Unidirectional Antenna 

Microwaves need unidirectional antennas that send out signals in one direction. 

Two types of antennas are used for microwave communications: the parabolic dish and 

the horn (see Figure 5). 

 

Figure 5: Unidirectional antennas 

Applications 

Microwaves, due to their unidirectional properties, are very useful when unicast 

(one-to-one) communication is needed between the sender and the receiver. The cellular 
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phones, and wireless LANs are examples of the applications that use the microwave 

signals. 

 

3. Infrared 
Infrared waves, with frequencies from 300 GHz to 400 THz can be used for short-

range communication. Infrared waves, having high frequencies, cannot penetrate walls. 

This advantageous characteristic prevents interference between one system and another; a 

short-range communication system in one room cannot be affected by another system in 

the next room. When we use our infrared remote control, we do not interfere with the use 

of the remote by our neighbors. However, this same characteristic makes infrared signals 

useless for long-range communication. In addition, we cannot use infrared waves outside 

a building because the sun's rays contain infrared waves that can interfere with the 

communication. 

Applications 

The infrared band, almost 400 THz, has an excellent potential for data 

transmission. Such a wide bandwidth can be used to transmit digital data with a very high 

data rate. The Infrared Data Association (IrDA), an association for sponsoring the use of 

infrared waves, has established standards for using these signals for communication 

between devices such as keyboards, mice, PCs, and printers. For example, some 

manufacturers provide a special port called the IrDA port that allows a wireless keyboard 

to communicate with a PC. Infrared signals defined by IrDA transmit through line of 

sight; the IrDA port on the keyboard needs to point to the PC for transmission to occur. 
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Error Detection and Correction 
Networks must be able to transfer data from one device to another with acceptable 

accuracy. For most applications, a system must guarantee that the data received are 

identical to the data transmitted. Any time data are transmitted from one node to the next, 

they can become corrupted in passage. Many factors can alter one or more bits of a 

message. Some applications require a mechanism for detecting and correcting errors. 

Although the qualities of devices and media have been improved during the last decade, 

we still need to check for errors and correct them in most applications. Some applications 

can tolerate a small level of error. For example, random errors in audio or video 

transmissions may be tolerable, but when we transfer text, we expect a very high level of 

accuracy.  

Types of Errors 
Whenever bits flow from one point to another, they are subject to unpredictable 

changes because of interference. This interference can change the shape of the signal. 

There are two types of error: single-bit error, and burst error. In a single-bit error, a 0 is 

changed to a 1 or a 1 to a 0. In a burst error, multiple bits are changed.  

Single-Bit Error 
The term single-bit error means that only 1 bit of a given data unit is changed 

from 1 to 0 or from 0 to 1. Figure 6 shows the effect of a single-bit error on a data unit. 

To understand the impact of the change, imagine that each group of 8 bits is an ASCII 

character with a 0 bit added to the left. In Figure 6, 00000010 was sent, but 00001010 

was received. 

Single-bit errors are the least likely type of error in serial data transmission. To 

understand why, imagine data sent at 1 Mbps. This means that each bit lasts only 

1/1,000,000 s, or 1 gs. For a single-bit error to occur, the noise must have a duration of 

only 1 gs, which is very rare; noise normally lasts much longer than this. 
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Figure 6: Single-bit error 

 

Burst Error 
The term burst error means that 2 or more bits in the data unit have changed from 

1 to 0 or from 0 to 1. Figure 7 shows the effect of a burst error on a data unit. In this case, 

0100010001000011 was sent, but 0101110101100011 was received. Note that a burst 

error does not necessarily mean that the errors occur in consecutive bits. The length of the 

burst is measured from the first corrupted bit to the last corrupted bit. Some bits in 

between may not have been corrupted. 

A burst error is more likely to occur than a single-bit error. The duration of noise 

is normally longer than the duration of 1 bit, which means that when noise affects data, it 

affects a set of bits. The number of bits affected depends on the data rate and duration of 

noise.  

 

Figure 7: Burst error of length 8 
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Redundancy 
The central concept in detecting or correcting errors is redundancy. To be able to 

detect or correct errors, we need to send some extra bits with our data. These redundant 

bits are added by the sender and removed by the receiver. Their presence allows the 

receiver to detect or correct corrupted bits. 

 

Detection Versus Correction 
The correction of errors is more difficult than the detection. In error detection, we 

are looking only to see if any error has occurred. The answer is a simple yes or no. We 

are not even interested in the number of errors. A single-bit error is the same for us as a 

burst error. 

In error correction, we need to know the exact number of bits that are corrupted 

and more importantly, their location in the message. The number of the errors and the 

size of the message are important factors. If we need to correct one single error in an 8-bit 

data unit, we need to consider eight possible error locations; if we need to correct two 

errors in a data unit of the same size, we need to consider 28 possibilities. You can 

imagine the receiver's difficulty in finding 10 errors in a data unit of 1000 bits. 

Forward Error Correction Versus Retransmission 
There are two main methods of error correction. Forward error correction is the 

process in which the receiver tries to guess the message by using redundant bits. This is 

possible, as we see later, if the number of errors is small. Correction by retransmission is 

a technique in which the receiver detects the occurrence of an error and asks the sender to 

resend the message. Resending is repeated until a message arrives that the receiver 

believes is error-free (usually, not all errors can be detected). 

Coding 
Redundancy is achieved through various coding schemes. The sender adds 

redundant bits through a process that creates a relationship between the redundant bits 

and the actual data bits. The receiver checks the relationships between the two sets of bits 
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to detect or correct the errors. The ratio of redundant bits to the data bits and the 

robustness of the process are important factors in any coding scheme. Figure 8 shows the 

general idea of coding. 

We can divide coding schemes into two broad categories: block coding and 

convolution coding. In this course, we will concentrate on block coding; convolution 

coding is more complex and beyond the scope of this course. 

 
Figure 8: The structure of encoder and decoder 

 

Modular Arithmetic 
Before we finish this section, let us briefly discuss a concept basic to computer 

science in general and to error detection and correction in particular: modular arithmetic. 

Our intent here is not to delve deeply into the mathematics of this topic; we present just 

enough information to provide a background to materials discussed in this part. 

In modular arithmetic, we use only a limited range of integers. We define an 

upper limit, called a modulus N. We then use only the integers 0 to N - 1, inclusive. This 

is modulo-N arithmetic. For example, if the modulus is 12, we use only the integers 0 to 

11, inclusive. An example of modulo arithmetic is our clock system. It is based on 

modulo-12 arithmetic, substituting the number 12 for 0. In a modulo-N system, if a 

number is greater than N, it is divided by N and the remainder is the result. If it is 

negative, as many Ns as needed are added to make it positive. Consider our clock system 

again. If we start a job at 11 A.M. and the job takes 5 h, we can say that the job is to be 
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finished at 16:00 if we are in the military, or we can say that it will be finished at 4 P.M. 

(the remainder of 16/12 is 4).  

Addition and subtraction in modulo arithmetic are simple. There is no carry when 

you add two digits in a column. There is no carry when you subtract one digit from 

another in a column. 

 

Modulo-2 Arithmetic 
Of particular interest is modulo-2 arithmetic. In this arithmetic, the modulus N is 

2. We can use only 0 and 1. Operations in this arithmetic are very simple. The following 

shows how we can add or subtract 2 bits. 

 

       Adding :       0 + 0= 0      0 + 1= 1      1 + 0= 1      1 + 1= 0 

       Subtracting:  0 - 0= 0      0 - 1= 1      1 - 0= 1      1 - 1= 0 

 

Notice particularly that addition and subtraction give the same results. In this 

arithmetic we use the XOR (exclusive OR) operation for both addition and subtraction. 

The result of an XOR operation is 0 if two bits are the same; the result is 1 if two bits are 

different. Figure 4 shows this operation. 

 
Figure 4: XORing of two single bits or two words 

 

 


